
     Growing IT Complexity 
and Ransomware

Hybrid MultiCloud = More IT 
Complexity

of Senior IT Pros say security 
measures haven’t kept pace 
with IT complexity

Enterprises’ top three IT 
complexity concerns: Increased 
risk of external or internal attacks, 
and potential for data loss

About two-thirds of 
companies are relying on 
public clouds to keep their 
data and applications 

64%

42%

Enterprises Not Resilient 
Enough

Only about 1/3 of 
companies have three 
or more copies of their 
data, including one 
off-site

Companies would 
not be able to 
recover one-fifth 
of their data in a 
complete data loss

Two-thirds of 
companies would take 
longer than five days to 
fully recover from an 
attack

of companies have tested their 
disaster recovery plan in the past 
two months<½

On average, 
they’ve faced 
4.5 attacks

Attacks are targeting 
data and application 
in the cloud as often 
as on-premises 
systems

Ransomware attacks 
are targeting larger 
companies, as attackers 
know that their potential 
ROI is higher.

Ransomware Attacks 
Proliferating

of companies have faced 
at least one ransomware 
attack

The Resiliency Gap
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